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Answer Quesfion No. 1 which is compulsory and any five from the rest'

Thefiguresintheright-handmarginindicatemarks.

1. Answer the following questions : i'rc
fidentiality ?

phy and steganograPhY.

r from Hill ciPher ?

Give examples of malicious errors'

threat, attack and control ?

rvlt What is a boot sector virus ?v'
ck in a program ?

database.

- Box) ?

xample of it.

2 gt wnat is a Hill cipher? Usins a kev 
^= [:: :;),"""'vpt the messase

"the-rrqrth Etar"

ln a RSA crypto system, for n = 12091 and e = 13, encrypt the message

5"enemy of state".

P.T',.O-



viruses. 5

p-Door and briefly discuss the SALAN/l

5
/5

4. \q) What is the basic process for designing a trusted operating system ?

,5
\(/) What is required to achieve temporal separation? What condition must

. be met to make tr,vo processes sufficiently separated ? 5

5. (a) What is user authentication ? Briefly discuss the two different approaches

for achieving authentication. 5

(b) What is database security ? ln this regard discuss the approaches to

7 multilevel security for a database system. 5
/.6 #) Categorize the possible types of threats to a network. And in this context

define "Firewall" and list the types of Firewall and theirfunctions. 5

" (O) What is a risk ? Discuss the essentiality of risk analysis and briefly

explain the steps required for it. 5

7. (a) What is a cyber crime ? Discuss various cyber laws and briefly explain,

how does a cyber crirninal commit the crime 5

(b) Give a brief account of ethical issues in computer security and also

define security policy and its viability to an organization. 5

Write short notes on any two :

(a) rAfIine ciphers

\6 lntrusion detection system

@ Access control matrix

(d) Sensitive data.
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